








The Company has adopted specific CPNI policies to ensure that, in the absence of customer approval, CPNI is only 
used by the Company to provide or market service offerings among the categories of service (i.e., local, 
interexchange, and CMRS) to which the customer already subscribes.  The Company's CPNI policies prohibit the 
sharing of CPNI with affiliated companies, except as permitted under Rule 64.2005(a)(1) or with customer approval 
pursuant to Rule 64.2007(b).  The only exceptions to these policies are as permitted under 47 U.S.C. § 222(d) and 
Rule 64.2005.

In all circumstances where customer approval is required to use, disclose or permit access to CPNI, the Company's 
CPNI policies require that the Company obtain customer approval through written, oral or electronic methods in 
compliance with Rule 64.2007.  A customer's approval or disapproval remains in effect until the customer revokes 
or limits the approval or disapproval.  The Company maintains records of customer approval (whether written, oral 
or electronic) for a minimum of one year. 

Use of Opt-Out and Opt-In Approval Processes

Except as otherwise permitted under Rule 64.2005, the Company's CPNI policies require that the Company obtain 
a customer's "opt out" or "opt in" approval pursuant to Rule 64.2007(b) before the Company may use CPNI to 
market communications-related services or disclose CPNI to its agents or affiliates that provide communications-
related services for marketing purposes.  The Company does not use CPNI for any other purposes, and does not 
disclose or grant access to CPNI to any other party, except as permitted under 47 U.S.C. § 222(d) and Rule 64.2005. 

Notification, Generally.



Content of Notice.

The Company's CPNI policies require that customers be notified of their rights, and the Company's obligations, 
with respect to CPNI prior to any solicitation for customer approval.  All required customer notices (whether 
written, oral or electronic) comply with the requirements of Rule 64.2008.  The Company maintains records of all 
required customer notices (whether written, oral or electronic) for a minimum of one year. 

Notice Requirements Specific to Opt-Out



The Company does not currently solicit "opt out" customer approval for the use or disclosure of CPNI.  The 
Company does not use CPNI for any purpose (including marketing communications-related services) and does not 
disclose or grant access to CPNI to any party (including to agents or affiliates that provide communications-related 
services), except as permitted under 47 U.S.C. § 222(d) and Rule 64.2005. 

Notice Requirements Specific to Opt-In

The Company does not currently solicit "opt in" customer approval for the use or disclosure of CPNI.  The 
Company does not use, disclose or grant access to CPNI for any purpose, to any party or in any manner that would 
require a customer's "opt in" approval under the Commission's CPNI Rules.  

Notice Requirements Specific to One-Time Use of CPNI



In instances where the Company seeks one-time customer approval for the use or disclosure of CPNI, the Company 
obtains such approval in accordance with the disclosures, methods and requirements contained in Rule 2008(f). 

The Company’s billing system allows authorized company personnel to easily determine the status of a customer’s 
CPNI approval on the customer account screen prior to the use or disclosure of CPNI. 

The Company has established CPNI compliance policies that include employee training on restrictions on the use 
and disclosure of CPNI and required safeguards to protect against unauthorized use or disclosure of CPNI.  
Employees have signed that they understand the CPNI policies and a violation of those policies will result in 
disciplinary action.   

The Company’s CPNI policies require that all sales and marketing campaigns including those utilizing CPNI be 
recorded and kept on file for at least one year.  Records are also maintained for disclosure or access to CPNI by 
third parties.  The records include the required information listed in Rule 64.2009(c). 

The Company’s CPNI policies require employees to obtain approval from the Company’s CPNI Compliance 
Officer for all marketing campaigns, including those utilizing CPNI, prior to initiating the campaign.  Record of 
the marketing campaigns, along with the appropriate supervisory approval is maintained for at least one year.   
   

The required officer certification, actions taken against data brokers and summary of customer complaint 
documents are included with this accompanying statement.  The Company will file these documents on an annual 
basis on or before March 1 for data pertaining to the previous calendar year. 



[Option 2]  The Company does not currently solicit “opt out” customer approval for the use or disclosure of CPNI. 

Safeguarding CPNI

The Company’s CPNI policies and employee training include reasonable measures to discover and protect against 
activity that is indicative of pretexting and employees are instructed to notify the CPNI Compliance Officer if any 
such activity is suspected.   

Telephone access to CPNI

The Company’s CPNI policies ensure that a customer is only able to access call detail information over the 
telephone in one of the ways listed in Rule 64.2010(b).  If the customer cannot remember their password, they are 
prompted to answer a security question.  Neither the password nor the security question are based on readily 
available biographical information or account information.  Customer service representatives are instructed to 
authenticate customers over the telephone in all instances except in the case where the customer provides the call 
detail information without the assistance of the Company.   
   

Online access to CPNI

The Company’s customers do not currently have access to their account online. 

In-Store access to CPNI

The Company’s CPNI policies allow the Company to disclose call detail CPNI to the customer at a retail location 
after presenting a valid photo ID that matches the customer’s account information.       

Establishment of a Password and Back-up Authentication Methods for Lost or Forgotten Passwords



The Company’s CPNI policies allow for a few ways to establish a password, all of which ensure compliance with 
the above paragraph.  Each method also allows the customer to establish a back-up or security question in the 
event that they forget their password.  In no event does the Company use readily available biographical information 
or account information as a back-up question or as a means to establish a password or authenticate the customer.   

Notification of account changes

The Company’s billing system automatically generates a notification when any of the fields listed in Rule 64.2010(f) 
are created or changed.  The Company then immediately notifies the customer through carrier-originated voicemail 
or text message to the telephone number of record, or by mail to the address of record (never a new address) when 
required by Rule 64.2010(f).  The content of the notification complies with the requirements of Rule 64.2010(f). 

Business Customer Exemption

The Company does not utilize the business customer exception at this time. 



Recordkeeping

The Company has policies and procedures in place to ensure compliance with Rule 64.2011.  When it is reasonably 
determined that a breach has occurred, the CPNI Compliance Officer will notify law enforcement and its customer 
in the required timeframes.  A record of the breach will be maintained for a minimum of two years and will include 
all information required by Rule 64.2011.  


